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DRAFT AGENDA 
 

23
rd

 November, 2022 

 

 

INAUGURAL CEREMONY 

 

24
th

 November, 2022 

 

PLENARY TRACK 1 

 

Session 1 - Cyberlaw and Emerging Trends In 2022 

Session 2 - Current Cybercrime Scenario and Potential Trends 

Session 3 - Emerging Cyber Security Landscape 

Session 4 - Crypto-Assets, Cryptocurrencies And Their Regulation 

Session 5 - Ransomware – Emerging Trends and Approaches 

Session 6 - Web 3.0 and Corporates 

Session 7 - Edge Computing, Edge Security and Connected Dynamics 

Session 8 - Metaverse – Emerging Trends And Its Regulation 

 

PARALLEL TRACK 1 

 

Session 9 - Social Media – Misuse And Abuse & Regulatory Approaches 

Session 10 - Regulating Artificial Intelligence (AI) – Progress So Far 

Session 11 - Internet of Things (IoT) And Cyber Security 

Session 12 - Blockchains Regulation and Enablement 

Session 13 - Digital Assets And Digital Avatars 

Session 14 - Cyber Resilience And Its Relevance 

Session 15 - Cyber Capacity Building 

Session 16 - Need for International Convention on Cybercrimes 

Session 17 - Intermediary Liability – Current And New Approaches 

Session 18 - Cyber Compliances For Corporates 

 

PARALLEL TRACK 2 

 

Session 19 - Cloud Computing – New Advancements And Statistics 

Session 20 - Ethical Issues Facing Cyberspace and Cyber ecosystem 
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Session 21 - Phishing and Identity Theft – New Kinds of Cybercrimes 

Session 22 - Data Retention And Data Localisation Approaches – Global And Indian 

Scenario 

Session 23 - Cyber Issues In Healthcare Sector 

Session 24 - Cyber Attacks on BFSI – State of Readiness 

Session 25 - Protecting Critical Information Infrastructure – Global and Indian Lessons 

Session 26 - Indian Information Technology Rules And Directions of 2021 & 2022 – 

Need For Compliance 

Session 27 - Mobile Ecosystem, Mobile Apps And Cyber Issues & Challenges  

Session 28 - Quantum Computing And Encryption – Connected Issues And New 

Approaches 

Session 29 - OTT Platforms – Issues, Challenges And Trends 

 

25
th

 November, 2022 

 

PLENARY TRACK 2 

 

Session 30 - Online Frauds – Case Studies, Challenges And Remedies 

Session 31 - Data protection & Cyber Ecosystem – Global And Indian Approaches 

Session 32 - Protecting Digital Privacy In Electronic Ecosystem And Connected Issues 

Session 33 - Electronic Evidence – Evolving Legal Jurisprudence And Practical 

Challenges 

Session 34 - Cyber Diplomacy – Growing New Trends 

Session 35 - International Cooperation In Cyber Matters – Gaps, Strategies And Way 

Forward 

Session 36 - Reputation In Online Ecosystem – Its Protection & Preservation 

Session 37 - Cybercrimes Against Women & Children – Current Landscape & 

Emerging Trends 

 

PARALLEL TRACK 3 

 

Session 38 - Protecting Cyber Sovereignty And National Sovereign Interest – 

Developments So Far & Evolving Trends 

Session 39 - Detection, Investigation And Prosecution of Cybercrimes – Issues & 

Challenges 

Session 40 - Public-Private-Partnership In Cyberspace – Efficacy And Way Forward 

Session 41 - Outer Space, Cyber Security & Other Cyber Issues 

Session 42 - Practical Cyber Strategies For Corporates 



International Conference on Cyberlaw, 

Cybercrime & Cybersecurity 
23

rd
 to 25

th
 November, 2022 

 
 

 

www.cyberlawcybercrime.com 

 

3 

 

 

Session 43 - Protecting Corporate Boards From Legal Liability 

Session 44 - Digital Transformation – Need For Today’s Times 

Session 45 - Data Economy & Connected Challenges 

Session 46 - Cyber Forensics – Issues, Aspects & Challenges 

 

PARALLEL TRACK 4 

 

Session 47 - New Age Electronic Governance & New Electronic Governance Strategies 

Session 48 - Cyber Jurisdiction – Issues & Challenges 

Session 49 - Adjudication Of Cyber Disputes And Judicial Approaches 

Session 50 - Data Analytics & New Trends 

Session 51 - Big Data & Machine Learning 

Session 52 - Telemedicine & New Approaches 

Session 53 - Cyber Defamation 

Session 54 - Cyber Bullying – Need For Proactive Approach 

Session 55 - Remote Working/Work From Home And Connected Cybersecurity Risks 

  


